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Abstract—A characteristic of urban sensing is that applications 4, describe the standard application programming integac

need to compose the operations and fuse information from (API) for a class of search applications. Next, in Section 5,

sensing fabrics extant in the environment, to meet requirerents we present example search applications that are composed

for which the fabrics were not designed a priori. We propose a  using the Weave APIs. The applications are chosen from

architecture, WEAVE, that allows tailoring of application s across operation scenarios that we have implemented at the Ohio

one or more urban sensing fabrics. Key to the architecture is State University (OSU): The first is related to an urban

use of standard application programming interfaces (inclding Surveillance scenario where multiple sensor fabrics asgl us

vertical or domain dependent ones). We propose such interéas t0 detect and track suspicious persons entering a building.

for sensing fabrics that support the class of search appli¢ions, Second and third are location service applications forabjer

and show how these interfaces are used to compose exampld’€ople of interest within a building in the same fabric oresr

applications in operation scenarios that we have implemerd at Multiple sensing fabrics. In Section 6, we present relatecky

the Ohio State University. and finally, in Section 7, we discuss future work and make
concluding remarks.

. INTRODUCTION
Il. EXAMPLE APPLICATION SCENARIOS
The domains of urban sensing applications are many and
varied, ranging from security to entertainment. Unlike fofg motivate our characterization of urban sensing and ifjent
example scientific applications where an “optimal” sensQgquirements for our architecture, let us consider corscept
network may be designed and then deployed, the urban gf-gperations and specific application scenarios in two sub-

vironment consists of loosely-coupled (or even un-couplegomains of urban sensing: campus surveillance and social
sensor fabrics that are already “out there”. We Charaﬁe”ﬁetworking.

the urban sensing problem as one where, in response to a ) _ )

specific requirement (such as tracking and subsequentreapfa@mpus Surveillance ConOps: In collaboration with do-

of an assailant), an application needs to be developed whBrain specialists at the Air Force Research Laboratory, the
(a) the operations of varied, independent sensor netwaeks Blomeland Security Program at OSU and the Ohio Association
integrated and (b) the information from these networksasilyt  Of Chiefs of Police, we identified the following represeivat
retrieved, analyzed and fused to meet the applicationgeittpcenarios for this domain.

while an event is in progress or post facto after the evegtenario: Suspicious persons need to be tracked across a
has taken place. Also, the exact sequence or pattern 0f®Velimpys, including through buildings. Monitoring outdods
may not be known to completely automate a client applicatioa 4 network of building-mounted video cameras and indoors
In other words, often a human may (or even, must) exist {8 yig motion sensor and camera network fabrics deployed
the loop to interpret outputs from a given fabric and involvg,sige buildings. To support low power operation and mitiga
followup fabric actions based on the outptts. concerns about citizen privacy, the indoor network showaitl n

In this paper, we discuss issues relevant to the architectt¥e activated for all moving persons, but be cued instead to
of urban sensing applications, and present key elementsogerate when the outdoor video camera network tags some
an architecture, which we calleave In this architecture, we activity as suspicious and its tracking of people suggests t
view individual sensor networks as programmable fabries ththey are entering a building.

can be leased by multiple high-level applications. To balus&qia| Networking ConOps: Motivated by scenarios where

as such a fabric, these loosely coupled networks are tr”fﬁ%rs have expressed interest in locating friends and €indin
by their clients, conform to a shared information model, ang(;: apout objects of interest within a locality, we have igpl

provide services with standard interfaces. mented PeopleNet, a network of mobile stations, as well as
This paper is organized as follows: In Section 2, we descripeultiple static sensor networks at OSU.

our concept of operations for urban sensing applications a85ch mobile unit in a PeopleNet fabric consists of a cell ghon

use them to motivate architectural requirements. In Secti@onnected to a (Intel-developed, 802.15.4 radio equippsid)

3, we outline theWeavearchitecture. We then, in Sectionmote. Mobile units connect to a central access point in the
1This human intervention and inferencing requirement ieroftue to building that they are in, as well as a set of infrastructure

privacy regulations that require that automated infergmcsuch as by usin nodes that aid in Iocal|z|ng the mobile units. We are prdyent

data-mining techniques, may not be made without legal appraf probable deploying an instance of PeopleNet within the CSE building
cause. and another instance is planned for the Recreation anddysi



Activity Center (RPAC) that is a few blocks away. Common to these conops are the following architecture-

. . . relevant elements:
We have also designed and implemented 3 fabrics of static o No “best’ sensor Different sensor fabrics may suit for

Ef,ﬁdf,%nfg r:éé?sto\r/]vei}tho;cntjhoeosretrlascIgi?lgl%ﬁedd rr\:\gmlngr;{:g E%StE different environments (e.g., indoor and outdoor) even if
of conference rooms2J a second one to be deployed in the the objects to be sensed are identical. The right detectors
RPAC to monitor availability of squash courts, arij & third to deploy may not be known until a high-probability
one to be deployed at the nearby Oxley's Cafe that monitors threat has been identified or an event occurs. Following
the threat or attack and as part of the response, sensor

the queue at the cafe. Apart from these PIR sensing fabrics, : § i ;
there is also an Elevator sensing fabric designed using low fabrics may be re-targeted and re-purposed accordingly.

power radios that monitors the position and status of etesat ¢ “Dual-use” fabrics: Information and intelligence may
inside the CSE building. be needed at multiple layers of the safety response

) ) ) ) system, i.e., to local, state and federal law and safety
Fig. 1 shows each mobile unit of the PeopleNet fabric that enforcement, each investigating situations with différen
consists of a cell phone integrated withs@2.15.4 equipped objects and at different scales. In other words, fabrics

psi-mote. Fig. 2 shows the deployment within the CSE build-  should have the ability to support multiple clients oper-
ing corresponding to the PeopleNet sensing fabric and tRe Pl ating independently.

sensing fabric. In the Peoplenet fabric there are two types
of nodes, infrastructure nodes and mobile nodes. Each floor “\, (™ (e o ga e o cope with their resource con-
consists of a set of infrastructure nodes (shown by grees) dot straints, while still supporting their ability to federate

to assist with localization and programming of the mobile ' PP 9 y

nodes. The mobile nodes are shown by blue dots. ¢ Human-in-the-loopA primary mode of sensor fusion is
human-driven, i.e., sensor streams are typically fed back

to a command console and cross-stream inferences made
by humans. Thus, support is desirable for letting autho-
rized personnel readily access and search data sensed
by the fabric, and conversely, for letting people add
human “sensor” information such as “beat cops” report-
ing on suspicious activity, informants providing tips, .etc

to databases that can be fused with data automatically
collected via fabrics.

o Resource managementhe architecture must support

IIl. THE WeaveARCHITECTURE

Weave has four key architectural elements: Sensing fabric,
Object and Client and an Access manager.

Fig. 1. A mobile unit in PeopleNet Sensing fabric: A fabric is an independent, d_eco_upled,
network, capable of sensing, storing, and communicatingeso
physical phenomena. Examples include networks of motion
sensors, surveillance cameras, netted microphones, amal so

Layout of CSE building A fabric need not in general share state or cooperate with
others fabrics, as a result of policy or of platform ability.

PIR fabric

X A fabric offers its services to clients via an application
« motion sensors

programming interface (API). Some fabric services may be
PeopleNet fabric generic, others may be tailored to the application domgin(s

infrastructure nodes that the fabrics support. We refer to the latter set as \adrtic
services. Standardizing vertical services is desiraliethat
applications can be readily composed and ported acrosss$abr
geared to support a particular application domain. In ganer
a fabric need not make guarantees about its quality of sgrvic
delivering its results based only on a “best-effort”.

Fig. 2. Layout of CSE building with PIR fabric and PeopleNet fabri(i_ater in Sectiond, given the context of the “search” appli-
cation scenarios described in Section 2, we detail a prapose

Scenarios: Representative application scenarios in this Caxfandard API for the services offered by sensing fabrics tha
consist of users issuing ad-hoc locality specific queriehsu pport search

as “Is Mukundan already at the RPAC?”, “Is any squash coutt
in RPAC empty?”, “Where is the elevator?”, or “How longObject: A fabric enables measurement of physical phenom-
is the queue at Oxley?” via their PeopleNet mobile devicesnha to detect and classify physical objects such as humans,
Resolving these queries would typically require routing thvehicles, weapons and explosives. Each type of object is
query to the central point in the building where the user @& archaracterized as a predicate on physical phenomena; alttsbj
somehow accessing the desired data from the sensor fabrithiat satisfy the corresponding predicate belong to an bbjec
guestion. type. Objects may be identified (or associated) by the fadric

= mobile nodes
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Fig. 3. WeaveArchitecture

remain anonymous (or non-associated). Some objects maybleéong to the same administrative domain. The access manage
known a priori to the fabric (for example, “blue force” objec maintains a directory of object types supported by fabrics
that advertise their presence to the network or permaneamd their semantics. The access manager also grants access
elements in the environment such as “Elevator 2" or “Squaglermissions to a client for using a fabric. Fig. 3 shows the
court B"”). Other objects are not known a priori, but ar&eavearchitecture.

detected and then associated by the fabric. Objects haee typ

sper:]ch;c attributes, such as location and velocity, assedtia IV. VERTICAL AP| EOR SEARCH

with them.

Associated with each object type isdatector Detectors may In this section, we describe the standard APIs provided by ur
be implemented by the fabric designer or by clients. In ordean sensing fabrics that support application scenaritscsta
to load and run a detector on the fabric, a client needs tcsacc8ection2. These fabrics support two generic ARsgisterand

some fabric services (such as the Instantiate service hwiic Instantiate and a vertical APSearchspecific to the “search”
discussed in Section 4). application domain. We propose the following specificafimm

. . . L . Register Instantiateand SearchAPlIs.
Client: A client is an application that can use the services

provided by one or more sensing fabrics. We assume a cli€Rgister: To use a sensing fabric, a client first registers with
can access a fabric, but how it does so (i.e. the medium fbe fabric and is provided a network handle which is then used
connectivity) is outside the scope of the architectureehilse, in subsequent invocations of the services offered by thedab
we assume that the client knows the services offered byThe Register service is a generic fabric service that handles
fabric through anaccess managetiscribed next, but how it the security and authentication aspects for the fabric.
discovers or looks up this information is outside scope.

A client may choose to trust the fabric, or it may nof@PricSession Register(

(preferring instead to validate the fabric-provided imiation Fabric F, Cient C)

by cross-referencing it with information provided by other ) ) )
fabrics or sources). The access rights of a client may valpe Fabric data structure contains the name of the fabric
from fabric to fabric. Moreover, if a client has the rights tdeing accessed. The Client data structure contains ciatient
instantiate new detector capabilities within a fabric, iayn such as id and password assigned to the client by the fabric
choose to make these shareable with other clients. We do Aginistrator. A FabricSession is returned to the clietisT

elaborate on how security and trust between clients anicgabrmay contain an expiration date and will encapsulate access
is realized. rights for the client on the fabric.

To begin use of a fabric, a client registers with the fabric. Instantiate:  The Instantiate service is a generic fabric
may then choose to instantiate detectors on the fabric. ildvo Service that provides the client the capability to progréawe t
then invoke fabric services: In the case of search servicé&pric with its own detector. Instantiate is invoked with a
the client may selectively search for particular objectetyp FabrlcSes_smn and the Detector to be downloaded to thecfabri
specific objects, or objects in certain segments of the dabriNote that in order to create a Detector, the user has to beeawar
Operation invocations could be one-time, time-bounded 6f the internal API of the fabric.

persistent. A client may therefore terminate time-bourated

persistent invocations. Bool ean I nstanti at e(

Access manager: We assume that the client knows thdabricSession, Detector, Shareable)

services offered by a fabric through a directory maintained o ]

by an access managerHow the client discovers or looksA detector that is implemented by a client may be made
up this information is outside the scope of this architezturavailable to another client through the Shareable paramete

An access manager may manage multiple fabrics if th@yarch: Once a client has registered, it can Weurch in



order to find objects in the fabric . associated with objects. For example, if a fabric implersent
detector for object type “Elevator”, the attributes of arjeu
Sear chSessi on Sear ch( could be location and the direction of motion. Each call back
Fabri cSessi on, Obj ect Type, Obj ect, to a SearchListener function will contain one record of an
_ _ object containing the value of all its attributes.
Locati ons, Paraneters, Persistence,

Duration, Periodicity, SearchListener) Search can be thus invoked in the following modes of

operationin combination

The return value ofSearch specifies whether the call is a ¢ Find: One may invokeSearch to simply find out if an
success or a failure. If the call fails, SearchSession is NUL ~ CPIECt €Xists.

The result of the search on the other hand is returned thraugh ¢ Search temporalty Objects could be searched for a
separate call on the SearchSession to map to the actuahSearc period of time that spans the future or the past. Thus
call. The result of a search contains the status of all object Search can be used for tracking an object or a set of
that match the search. SearchListener is a function specifie ~ objects.

by the client which theSearch service can call back to return o Search spatially Search may be invoked to only look
the results of the search. for objects at a specified location or all the locations.

We now discuss the parameters of the Search API. As part of implementation of the sensing fabrfzarch may
o ObjectTypeThis specifies the object type for which theinternally be supported by services for association andepow
Search is invoked. The fabric uses this to invoke thenanagement. By an association service, we mean identifying
appropriate detector. new objects of a certain type, assigning an identifier to
o Object If the client is interested in searching for athem and associating subsequent detections of an objett wit
specific object of the type, this can be specified bgreviously existing identifiers in the fabric. Power managet
providing the identifier of the particular instan@@pject ~Services may be used to selectively activate or deactivate
(which must have been returned as part of a pfiesrch ~ detectors within the sensing fabric. For example, a detecto
if the object is non cooperative). If the object is one ofmay be activated only when the firStarch for that object
the cooperative types, then the id is known a priori to th¥pe has been invoked. On the other hand the semantics of
client. a fabric could be to keep detectors always active irrespecti
o Locations If the fabric allows selective execution of the?f \{vh?ther aSearchShaS ft)een |ssuedt. é‘;uc? fabg_cs_lcoluld,
detector on a section of the network, the Locations fief?r Instance, Supporbearch OVEr a past duration. simiarly,
If Search is invoked to track a particular object, power

specifies those sections : . ; X
management services can selectively activate the deseictor
o ParametersThese are the set of parameters exposed gy vicinity of the current location of the object.

the fabric for a particular object type (i.e. the correspond ) )

ing Detector). Terminate: Correspond_mg to each of thRegister, Search

o Persistence This parameter specifies wheth§earch and Instantiate operations is a destructdferminate. A
has been invoked as a one shot or a persistent operatﬁ?lr.s'StentSwmh. that has been invoked or a detector that

as been instantiated or a new network handle can be revoked

o Duration: This field specifies the interval over whichysing the Terminate API. Terminating an active detector

duration of aSearch can be DURATIONPAST, which

means that theSearch is for objects detected in the

past. Note that the fabric may not implement any history V. |LLUSTRATING SEARCH APPLICATIONS COMPOSED
capability, in which caseSearch will fail if called with USING Weave

DURATIONPAST.

o Periodicity. A persistentSearch invocation corresponds In this section, we describ€earch applications related to the
to tracking the status of an object. The semantics ofban surveillance and social networking scenarios ofiG@ect
the persistentSearch invocation could be either that2 that we have composed based on Wieavearchitecture.

a new result is returned every time the status of an
object changes or it could be that the status of a0 \rpan Surveillance Scenario
object is reported periodically at the interval specified

by Perlod_|c:|ty. o N ) ~ We monitor suspicious activity using our building-mounted
o SearchListenerThis field specmes the listener functionyideo camera outdoor fabric and camera and motion sensor

initiated by the Client which th&earch service can call indoor fabric. The outdoor video camera fabric is instaetla

back to return the results of the search. with detectors to detect unusual events, such as peoplagett

We do not require that a fabric implement all possible pararﬁyt of illegally stopped cars, atypical individual motiamowd
eters. However, the fabric must return a “failed” resulttiet formation, or repeatedly circulating vehicles. Any persn
parameters supplied are not supported. tagged as suspicious and headed towards a building lead to

_ _ cueing of the indoor sensor fabrics. The following example
The status of an object contains the current values of tBRowcases tracking of people getting out of an illegally
attributes associated with the object. One example of gtbpped car.

object attribute is location. There can also be other atteid . . . - .
The client registers itself to the building camera fabric.



Fabri cSession_m = implemented in the fabricObject is set to NULL because

Regi st er (Qut door Caner aFabri c, the object type is non advertised and an identifier has not

Client) been a_s&gned)umtion is set to th_e nexto seconds when
the object is likely to enter the building and the results are

The client is assumed to be aware of the object types detec&%ﬁféﬂegeaatr atlh%eé|r?g;:r|]tgeozfs§1<:eoBSHLd?gations is set fo the
by the fabric. In this case, it invokeSearch on object type 9 9-

‘StoppedCar’. If the suspicious person enters the building, a new object
instance is created by the motion sensing fabric and redurne
Result _m = Sear ch(Fabri cSessi on m to the client. The client then terminates the previouslyéss
St oppedCar, NULL, LOCATI ONALL, %earch operation and invokes a neSearch with the returned
id.

Par anmet ers, PERSI STENT,

DURATI ONFOREVER, 0, SearchLi stener) Result mo = Search
ObjectType refers to the ‘StoppedCar’ detector, activated iﬁFabr! cSeSS| on_no, Human,

the entire fabric, whileParameters could be settings (such " Suspi ci ousPerson”, LOCATI ONALL,
as semantics for a stopped car) exposed by the underlyPigRSI STENT, DURATI ONFOREVER, 5,
detector.Search will return every new instance of a stoppedsear chLi st ener)

car with a different id.Periodicity is set to0 to indicate that

a result should be returned only when a new stopped vehifigte that in the previous call, “SuspiciousPerson” is atfua
is detected. an instance of the object type 'Human'’ returned by the motion

The client also registers itself with the indoor photo camepensing fabric. The first invokation Sfearch is performed by
fabric. Upon detection of a suspicious stopped car, it issue SPecifying the parameter as NULL as the id of any individual
Search to the indoor motion triggered photo camera fabri@bejcts is not known. This invokation of Search returns ever
as follows. Duration is set to the nex80 seconds (during NeW instance of object type HUMAN with a separate identifier.
which the object is likely to enter the building) and resaite  When any person enters the building,“SuspiciousPerson” is

returned at a periodicity of second.Locations is set to the actually the identifier assigned to this object. The presiou
region near the entrance Of the bu||d|ng Search IS tel’mlnated and a ne\ﬂearch IS |nV0ked W|th thIS

identifier to track the person that just entered. If the fabri
cannot clearly associate an id with an object all the way, it

FabricSession_ca = Regi ster( tracks all candidate objects.

canera_network, Cient)
B. Social Networking Scenarios

Resul t_ca = Sear ch(Fabri cSessi on_ca, We now describe Weave-based application associated with
NULL, NULL, Lopat| ons, PERSI STENT two locality specific query scenarios, that are composed to
30, 1, SearchlListener) originate from the PeopleNet mobile fabric and to be redlize
using other sensing fabrics mentioned in Section
Fig. 4(a) shows a snapshot of a person getting out of a o , L
ample 1 (Where is Vinod?): Client Anish in the CSE

car stopped at a curb outside the CSE building (3 videg <’ ' o .
cameras cover this particular area) and heading towards H@/ding, who is scheduled to play squash with Vinod in RPAC,

CSE building with a bag. After this detection, the indoo iIshes to find out if Vinod is still in t_he CSE building or
camera fabric is activated by the client. Fig. 4(b), shows @S already reached the RPAC. In this case, the supporting

photograph from the indoor motion-triggered camera fabriepplication to determine if Vinod is in the CSE building or in
of the same person tagged as suspicious, entering the CYEAC connects to the instances of the PeopleNet networks
building with the bag. (These snapshots were taken during'aCSE and in RPAC, and invokes th€earch for the id
trial run of the above scenario at OSU staged by AFRL as p&gsociated with Vinod’s mobile device (the application is
of a layered sensing experiment that included airborneasens®SSUme to know the id) in both networks. The PeopleNet fabric
in addition to the fabrics described in this example). supports Search operations on cooperative objects, and can

- _ _ _ provide a more precise location as well.
In addition, the indoor motion sensor fabric can track an¥ o . . .
suspicious person entering the building. Tearch is- 1he following is the sequence @earchinvocations in the
sued to the motion sensor fabric using a session han§li€nt application. (We omiRegisteroperations.)
FabricSession_mo is shown below.

Result _cse = Search(

Resul t _mo = Sear ch( Fabri cSessi on_cse, ADVERTI SED, Vi nod,
Fabri cSessi on_npb, Human, NULL, LOCATI ONALL, ONCE, NOW
Locati ons, PERSI STENT, 10, 1, NULL, SearchlLi stener)

Sear chLi st ener)

Result _rpac = Search(
The object type is set to Human for which a detector iSgpri cSessi on rpac, Advertised, Vinod,



(a) Person getting out of stopped car, tagged as suspe(tt) Picture of person tagged as suspicious, entering CSE
building

Fig. 4. Campus surveillance scenario

LOCATI ONALL, ONCE, Now the issue of the underlying communication. In other words,

NULL, SearchLi stener) the client is oblivious to communication network that emsur
connection with the RPAC PeopleNet fabric and the RPAC
PIR fabric and that ensures retrieval of information frorasé

ObjectType is set to ADVERTISED and Vinod is the fabrics .

object specified. The search is invoked as a one shot operatio
and Periodicity is set to NULL. VI. RELATED WORK

Fig. 5 shows localization of mobile units in PeopleNet in amyo notable aspects of our proposed Weave architecture are
early trial run, using a combination of static anchor nodes) it simplifies design of applications across heterogeneous
and collaboration among mobile units themselves. This s@dnsor networks that are independently managed (&ndit

of service supports the response to client issGedrchon views a sensor fabric as providing an extensible database of
self advertised objects. queryable objects. SenseWeb [1] and GENI [2] are related
to (i) in that they propose architectures for heterogeneous
networks. TinyDB [3], SemanticStreams [4] and ASAP [5]
are frameworks related t@:).

SenseWeb: SenseWeb, an architecture proposed by Microsoft
Research, allows sensing applications to be developedhwhic
use contributing sensor networks from across the globe. A
(presently centralized) engine provides a uniform set ofsAP

»* 0 to which applications and sensor networks from different
Base station Static sensors Mobile nodes domains connect to subscribe/visualize and publish data re
spectively.

Fig. 5. Localization of Mobile Units in PeopleNet . . . L .
E le 2 (Is there an empty squash court?):Anish then Weave, in contrast, is distributed in that application®cliy
Xﬁ]mpf f'( d out if Pty r?u ‘i uRlé’AC y f Thaccess individual sensor network fabrics. The fabrics idev
wiShes 1o find out 1t any squash court In IS Iree. plications with the services themselves, as opposed to

PIR sensing fabric in the RPAC building implementsade’tectgimply publishing data, unlike SenseWeb where application

L?;I S:é—eﬁzg){pgr‘fg@u?h?oorug\’/.e-lr-heindset;en%t(e)r(gl?tg”lﬁl gﬁe’g’g‘:]'[rtprocess data acquired from the engine. And the fabric APIs
: Py, y 9 need not all be identical.

These are cooperative objects that belong to the sensinig fab
itself. Each squash court itself has an id associated wiahdt GENI:  GENI proposes a framework for experimentation
the application to answer Anish’s query can invok§earch across different types of networks, including wirelessrsib

operation on an individual court also. and sensor networks. GENI has a notion of user services,
services available for researchers or users of a particular
Result_pir = Search( network to access its underlying resources. The servias th
Fabr i cgessi on_cse_rpac, SquashCourt we propose may indeed be viewed as an instance of GENI user
— 7= ’ ’ service; for instance, they allow users to instantiatertbein
NULL, LOCATIONALL, ONCE, NOW programs on the underlying network resources and to access
NULL, SearchLi stener) the associated results.

,I\lote that Weave services also allow users to access data
generated by other network services or other user-supplied
programs. This contrasts with the default GENI virtualizat
Note that in both examples, we have abstracted from thetclieaquirement that different user programs be isolated fraahe

Search is invoked in this example to return the status of al
squash courts by setting the id to NULL.



other. We assume that some users may opt-in to share thiban sensing applications are a subset of the pervasive
object data resulting from their programs with other usersomputing applications considered in [8] which presents a
(It is up to the latter to decide whether or not to trust theaxonomy for characterizing, and providing a controlled vo
data.) For instance, a user can instantiate a network wittwa ncabulary for thinking about, such applications. Esselytihlis
detector for objects of type car and another user can query thxonomy will provide additional architectural requiremeto
network for objects of that type. In this sense multiple sseWWeaveas we develop it further.

of a network are not isolated from each other.

TinyDB: TinyDB is a query processing system for extract- VIl. CONCLUSIONS ANDFUTURE WORK

ing data from within a sensor network. Users specify daw

requirements as TinyDB queries, the data is then extracted .
from the network using appropriate aggregation and ﬁl{:garinrhe
mechanisms.

have presented thé/eave architecture for composing
cations that use across one or more urban sensingdgabri
architecture leans towards the use of standard APIs for
sensing fabrics. Some of these are generic to all urbanmggnsi
Weave also views each sensor fabric as a database, butajiplication domains, while the rest are vertical APIs sietd
queries (which can be TinyDB-like) are posed on objectan application domain. Standardizing even the verticalices
which are semantic values exposed by the fabric potentiai/desirable so that applications can be readily composed fo
via user supplied programs, as opposed to raw sensor datal ported across fabrics that support a particular agjica
Weave allows composing applications such as tracking acre®main. In this paper, we detailed an API to support the class
different networks, which are much more complex than thosé search applications that we have encountered in diverse
with TinyDB. TinyDB does not focus on extracting data fronsetting. We have validated ouWfearch API by showing its
multiple independent networks. use in the composition of sample applications in operation

SemanticStreams: SemanticStreams provides a frameworl%Cenarlos that we have implemented at OSU.

for describing and composing applications on semanticeglu/Vhile sensing fabrics for urban sensing applications bgton
inferred over sensor data, such as person, car or truck.oAe class of fabrics, similar vertical APIs can be standadli
primary contribution is an interpreter for concurrent higael for other classes of sensing fabrics. An example is that of
applications executing on a single network that optimites ttestbed fabrics, and we have in other work been outlining a
design optimum design of underlying network services whileertical API for this class.

satisfying the requirements of all the applications. We plan to build upon this work in three directions. The

By contrast, we expect that user services be already ifirst is to design and implement efficient lower level sersice
plemented for the sensor fabric and available to differenecessary to support the fabric model. Design and imple-
applications. At run time, upon invocation by an applicatia mentation of these services is a current focus. Examples
user service is allowed to optimize its operation but thisds include power management services that efficiently manage
a goal of the fabric design. Our goal is to provide a standetrd sesources across requirements of multiple clients (inopd

of APIs that allow applications to be tailored across difar user supplied detectors) and scheduling services thateensu
sensor fabrics. fairness and security.

ASAP: ASAP focuses on optimizing urban sensor networkhe second direction of work is security. In our implementa-
applications based on priority and situation awarenesg. Ttion of Kansei [9], a static wireless sensor network testbed
focus of that paper is on designing an ASAP agent, whigii Ohio State University, we have the following security
implements a query provided by the user on the underlyifigatures: () client authentication with a trusted manager, and
sensor networks based on the knowledge of underlying né&) running each client program on a different wireless channe
work interfaces in an optimized manner. This is complemete prevent interference. We are currently working on other
tary to our architecture, where we focus on a standardizseicurity features such as detection and prevention of jagmi
interface for sensing fabrics so that composing applicatis and forming a restricted set of hardware APIs that can be
facilitated. accessed by client code to operate on the network.

Other related work: In [6], the authors propos¢ architec- Implicit in the Weavestandard is a standardization of the
tural requirements for urban participatory sensing, ngnirel entities within the fabric, namely, Objects, and theirihtites,
network verification of location and time context, provisito namely, Identity and Location. The Location attribute also
for operating on physical context based on sensor readingstved as a relationship between the object and the fabric.
enabling selective sharing of information and services f&uilding on this, a third direction is towards a framework
naming, dissemination and aggregation. In this paper, we hdor knowledge-based urban sensing. We plan to develop a
proposed an architecture that allows aggregation of datarigher ontology for urban sensing that builds up from phaisic
space and time and allows individuals to coordinate aivit phenomena, sensing signatures, detectors, and richeeslas
and thus partially address their requirements on sharing @fjects. Our goal is to then use this ontology to enable ggeri
information and aggregation. with richer semantics, as well as model-driven application

. S . . monitoring, management, composition and generation.
Handling location is a basic requirement for tiiéeavear- g 9 P g

chitecture (as for most pervasive computing systems). [7]
provides a comprehensive taxonomy of location that will be
of great use in structuring extensions to the handling of tr‘)i/g
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